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PRIVACY POLICY 

01.07.2021 

 

Dears, 

In the context of the entry into force on 25.05.2018 of Regulation (EU) 2016/679 of the European 

Parliament and of the Council of 27 April 2016, on the protection of natural persons with regard to 

the processing of personal data and on the free movement of such data, and repealing Directive 

95/46/EC (“General Data Protection Regulation” – GDPR), 

We Zentiva Group, a.s., with its registered seat at U kabelovny 529/16, 102 00 Praha 10 – Dolní 

Měcholupy, Czech Republic, Registration number: 07254792 (hereinafter individually referred to 

as the "Company")  

legal entity or entities which is/are of Zentiva group of companies, together with the other legal 

entities itemized under Section (P) of this Privacy Policy (hereinafter generically and collectively 

referred to as “Zentiva” and/or “we” and/or the ”Affiliates”), as (Joint) Controllers,  

pursuant to art. 13 and 14 of GDPR, would like to detail herein the guidelines applicable to 

processing of personal data (that is any information relating to an identified or identifiable natural 

person) entrusted to us, respectively: 

✓ how we obtain your Personal Data; 

✓ the (categories of) Personal Data that we may Process; 

✓ the purposes of the Processing for which the Personal Data are intended, as well as the legal 

basis for the Processing; 

✓ the conditions under which we may disclose your Personal Data; 

✓ privacy policy for children; 

✓ the international transfer of Personal Data; 

✓ how we keep your Personal Data secure; 

✓ how we keep the Personal Data accurate; 

✓ minimization of Personal Data; 

✓ the retention period of your Personal Data; 

✓ the rights you have in relation with your Personal Data; 

✓ direct marketing; 

✓ the contact details; 

✓ the definitions of the terms listed under this Policy; 

✓ the revisions of this Policy; 

✓ the list of the Joint Controllers and the corporate governance of Zentiva – list of Zentiva’s 

branches; 

(A) How we obtain your Personal Data 

As a general rule of thumb, we obtain Personal Data directly from you. Similarly, there may be 

situations when we automatically obtain your Personal Data as a result of your visit on our Site. 

Please visit our cookie policy: https://www.zentiva.com/cookie-policy for details. 

https://www.zentiva.com/cookie-policy
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There may also be situations when we obtain your Personal Data from other sources. Therefore, 

within the framework of our activity, we may obtain your Personal Data in any manner (e.g.: face-

to-face discussions, telephone or written conversations, on electronic and/or paper based format) 

from:  

✓ other legal entities, which are part of the Zentiva group (you may view under Section (P) below, 

the list of legal entities which are part of Zentiva group); and / or 

✓ other public or private legal entities, with or without legal personality (e.g.: your employer, or 

other central / local public institutions / authorities, in the exercise of their legal duties, including of 

control and investigation, or from our commercial partner etc.); and / or 

✓ as a result of a merger, asset acquisitions or assignments of debt; and / or 

✓ following disclosure from other individuals (e.g.: people who have reported Zentiva side effects 

suspected by you, individuals involved in car accidents who do not own the vehicle involved in the 

accident etc.); and / or  

✓ public sources (e.g.: literature). 

In case your Personal Data is disclosed to us by a third-party individual, we will consider that you 

have previously authorized the use and disclosure of your Personal Data. It is the duty of this third-

party individual, to make sure that it has the necessary authorization to use and disclose Us your 

Personal Data, prior to doing so. Likewise, in case you disclose Us Personal Data of a third-party 

individual, we will consider that you have already been authorized by the related third-party 

individual to do so. Also, in case we Process your Personal Data obtained from a third-party legal 

entity, the latter is required to provide you with the necessary information pertaining to Processing 

of your Personal Data, including on disclosure to us.  In case such third-party legal entity, does not 

provide you with the necessary information pertaining to Processing of your Personal Data, 

including on disclosure to us, please contact that third-party legal entity, directly. 

(B) The (categories of) Personal Data that we may Process 

Within the framework of our activity, we may collect your Personal Data in physical and / or 

electronic format, which we will hold, record, use and Process in any other way, in accordance with 

the legislation applicable to Us and the guidelines set out in this Privacy Policy. 

The general rule of thumb is to collect and request the transmission of only that Personal Data that 

is adequate, relevant and limited to what it is required within the framework of our activity, 

depending on the nature of our relationship with you. 

The general rule of thumb is also not to collect those categories of Personal Data, considered to be 

special, such as: data revealing racial or ethnic origin, political opinions, religious or philosophical 

beliefs, or trade union membership, and genetic data, biometric data for the purpose of uniquely 

identifying a natural person, data concerning health or data concerning a natural person's sex life or 

sexual orientation (“Sensitive Personal Data”), except in specific and limitative circumstances and 

forms, provided for in the Personal Data protection legislation (e.g. ensuring high standards of 

quality and safety of pharmaceutical products for human use or medical devices). 

Therefore, in case: 

➢ You will decide to visit our Site for any reason (even for your information purposes only) and 

accept all our cookies: https://www.zentiva.com/cookie-policy, we will Process only those 

Personal Data that concern you and which relate to your authentication on the internet, such as: 

✓ IP address;  

✓ type of browser you use;  

✓ language settings;  

✓ access sessions;  

https://www.zentiva.com/cookie-policy


 

 

Page 3 / 12 

 
 

  
 

C2-Internal 

➢ You will decide to contact Us for any reason and therefore you fill in the "Contact form" 

available on our Site, or you contact Us in any other way, we will Process those Personal Data 

that concern you and you decide to disclose to us, such as: 

✓ identification data (name, surname); 

✓ contact data (e-mail address) / (personal / professional) telephone number, postal 

address – if applicable; 

✓ content of communication (physical and / or electronic); 

✓ physical and / or electronic signature; 

✓ field / occupation / profession / place of work / title / specialty / professional degree 

/ academic title – if applicable. 

➢ You will decide to subscribe to our newsletters, we will Process those Personal Data that 

concern you, such as at least the following information: 

✓ identification data (name, surname); 

✓ contact data (personal / professional e-mail address); 

✓ content of communication (physical and / or electronic, including, but not limited 

to your consent – grant and / or withdrawal); 

➢ You will decide to report to Us, in any way and on any path, a suspected adverse event, we 

will Process Personal Data concerning you as a reporter (that is the person who reports a 

suspected adverse event), such as at least the following information:  

✓ identification data (name, surname); 

✓ contact data (postal address or mailing address (e-mail) or personal / professional 

telephone number); 

✓ your qualification (in case you are a Healthcare Professional); 

✓ initials of the person who experienced the suspected adverse event and / or other 

identifiers, such as: date of birth, age / age category, gender, period of pregnancy 

(if applicable); 

✓ description of the suspected adverse event, such as the signs and symptoms 

experienced, the date on which the suspected adverse event occurred and the effect 

of the suspected adverse event; 

✓ voice (in case you report the suspected adverse event by means of the 

pharmacovigilance service dedicated land line); 

✓ signature (physical and / or electronic – if applicable); 

✓ content of communication (physical and / or electronic); 

✓ name of the concerned product. 

➢ You will decide to send Us, in any way and on any path, a product quality complaint, we will 

Process Personal Data concerning you as a claimant (that is the person who submits a product 

quality complaint), such as at least the following information: 

✓ identification data (name, surname); 

✓ contact data (postal address or mailing address (e-mail) or personal / professional 

telephone number); 

✓ your qualification (in case you are a Healthcare Professional); 

✓ description of the quality complaint; 

✓ signature (physical and / or electronic – if applicable); 

✓ content of communication (physical and / or electronic); 

✓ name of the concerned product. 

➢ You want to become an employee of Zentiva and therefore you fill in the "Application Form" 

available on our Site or contact us in any other way, either upon our previous request or upon 

you own initiative, we will Process Personal Data concerning you, such as: 

✓ identification data (name, surname); 

✓ contact data (telephone number, mailing address (e-mail)); 

✓ content of communication (physical and / or electronic); 

✓ data on the desired occupation / department / city; 
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✓ data on education, training and professional experience (the data you decide to 

disclose in your resume); 

✓ signature (physical and / or electronic – if applicable); 

✓ other data: the data you understand to present in your resume and / or the letter of 

intent. 

To conduct the recruitment and selection process we do not need any other Personal Data, 

such as (but not limited to): 

✓ image (photo); 

✓ copies of identity documents; 

✓ copies of education degrees; 

✓ information on criminal record; 

✓ information on your health condition etc. 

➢ In case you legally or conventionally represent a legal entity (public or private, with or 

without legal personality) on behalf of which you act against our Company, for any reason, 

in any way and manner, we will Process Personal Data concerning you, such as: 

✓ identification data (name, surname); 

✓ contact data (mailing / billing address, e-mail address, telephone number (personal 

/ professional); 

✓ content of communication (physical and / or electronic); 

✓ field / occupation (workplace, title, business card); 

✓ signature (physical and / or electronic – if applicable). 

➢ In case you decide to be part of a contract with Us, we will Process Personal Data concerning 

you, such as: 

✓ identification data (name, surname, tax identification number / national ID); 

✓ contact data (home / billing address, telephone number (personal / professional), e-

mail address); 

✓ domain / occupation – if applicable (workplace, profession, title, specialty, 

professional degree, academic title, as appropriate); 

✓ signature (physical and / or electronic); 

✓ documents / evidence in relation with the performance of the contract. 

➢ In case You are a Healthcare Professional we interact with, we will Process Personal Data 

concerning you, such as: 

✓ identification data (name, surname, professional ID – if applicable); 

✓ contact data (telephone number (personal / professional), e-mail address (personal 

/ professional); 

✓ domain / occupation (workplace, profession, title, specialty, professional degree, 

university title); 

✓ content of communication (physical and / or electronic); 

✓ signature (physical and / or electronic); 

✓ image (event photos – if applicable); 

✓ voice (testimonials – if applicable). 

➢ You will decide to purchase goods offered for sale by Us (e.g. electronic appliances, furniture, 

cars, waste etc.), we will Process Personal Data concerning you, such as: 

✓ identification data (name, surname, tax identification code / national ID); 

✓ contact details (home / billing address); 

✓ content of communication (physical and / or electronic); 

✓ signature (physical and / or electronic); 

➢ You will decide to visit our premises, for any reason, we will Process Personal Data concerning 

you, such as: 

✓ identification data (name, surname, ID (read only) vehicle registration number 

(without the option of registration number recognition), place of work, title, data 

resulting from the internal training questionnaire in relation with the good 
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manufacturing practices and health and safety at work (where applicable), arrival / 

departure time, destination, image (without the option of facial recognition), 

electronic holographic signature); 

✓ general data on the state of health (temperature, symptoms of COVID-19, exposure 

to COVID-19); 

➢ You are involved in a car accident, the vehicle involved in the car accident is in our property 

or use and the car accident is amicably resolved, we will Process Personal Data concerning 

you, such as: 

✓ identification data, being given your capacity of driver involved in the car accident 

and / or owner of the vehicle involved in the car accident or eyewitnesses thereto, 

as the case may be (name, surname, date of birth, driving license – series, number, 

category, validity, as appropriate); 

✓ contact data, being given your capacity of driver involved in the car accident and / 

or owner of the vehicle involved in the car accident or eyewitnesses thereto, as the 

case may be (full postal address, personal / professional telephone number or e-mail 

address, as appropriate); 

✓ data on the accident (date, location and place of the car accident, circumstances of 

the car accident, sketch of the car accident); 

✓ vehicle data involved in the car accident (mark, type, registration number, country 

of registration); 

✓ data on insurance (insurance policy (civil liability / green card), insurance company 

(agency or insurance broker), number and validity of insurance policy, insurance 

policy damage coverage); 

✓ signature; 

✓ content of communication (physical and / or electronic); 

➢ In case You, as either whistle-blower, or wrongdoer, or witness, or third party, decide 

to whistle blow a corruption case, or any other case, We will process Personal Data 

concerning you, such as: 

✓ Identification data (name, surname, work and residence permit number (if 

applicable), signature, disciplinary measures / actions); 

✓ Contact data (personal phone number, personal e-mail address, content of 

communication, contact details of a close person for emergencies ). 

Notwithstanding the foregoing, we reserve the right to request you other Personal Data necessary 

for the fulfilment of our legal and / or contractual duties and / or obligations, strictly in accordance 

with the legal provisions applicable to Us. 

In case you do not agree to provide us with your Personal Data, we will not be able to accomplish 

the activities mentioned herein or those that fall within the scope of our legal and / or contractual 

obligations. 

(C) The purposes of the Processing for which the Personal Data are intended, as well as the 

legal basis for the Processing 

(C.1.) The Purposes of Processing for which the Personal Data are intended 

Depending on the nature of our relationship with you, we, as a (Joint) Personal Data Controller, 

Process your Personal Data in accordance with the legal provisions applicable to Us, with a view to 

normally conduct our business, which may be resumed as follows, as the case may be: 

✓ management of public and / or commercial relations, communication, business development; 

✓ management of the registration, manufacture, import, export and / or distribution system of our 

products and / or of the products manufactured and / or distributed by our Company; 

✓ management of the quality system; 

✓ management of the pharmacovigilance system; 
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✓ recruitment and management of human resources, of occupational health and safety and of 

emergency situations, including but not limited to protection against serious cross-border threats 

to health – COVID-19; 

✓ safeguarding high standards of quality and safety of health care and of medicinal products or 

medical devices; 

✓ management of commercial contracts; 

✓ management of financial / accounting documents and of financial resources; 

✓ management of IT resources; 

✓ legal assistance and / or representation; 

✓ management of documents and of archiving system; 

✓ management of physical security, security and protection of individuals and of property and 

security of operational activities associated with the means of Processing and communication of 

information; 

✓ management of compliance with legal provisions applicable to Us, including within the context 

of control and investigation actions and cooperation with the public (central and / or local) 

competent institutions / authorities; 

✓ protection of Zentiva's assets, or of Zentiva's customers and supplier’s assets; 

✓ management of our internal registrations / entries / internal records; 

✓ legal reporting; 

✓ corporate governance; 

✓ event organization and sustainment. 

(C.2.) The legal basis for the Processing 

Depending on the nature of our relationship with you, we Process Personal Data concerning you if 

we have your consent (pursuant to art. 6, paragraph (1), letter a) of GDPR); and / or in case the 

Personal Data are required to perform a contract (pursuant to art. 6, paragraph (1), letter b) of 

GDPR); and / or in case the Personal Data are required in order for Us to comply with a legal 

obligation (pursuant to art. 6, paragraph (1), letter c) of GDPR); and /or to satisfy a certain legitimate 

interest that does not prevail over your fundamental rights and freedoms (pursuant to art. 6, 

paragraph (1), letter f) of GDPR). 

In case we Process your Personal Data based only on your consent (for example: in case you apply 

for a vacancy within Zentiva), you will be able to withdraw your consent at any time, free of charge, 

without affecting the legality of the Processing made on the basis of consent prior to its withdrawal.  

Without prejudice to your fundamental rights and freedoms, we may Process your Personal Data in 

order to satisfy a certain legitimate interest, such as: 

✓ prevention, detection and investigation of misdemeanour, including conflict of interest, anti-

bribery, fraud and money laundering or financing of terrorist acts; 

✓ business development; 

✓ analysis and management of commercial risks; 

✓ protection or pursuit of a legal or contractual right or obligation belonging to us, to a legal entity 

belonging to the Zentiva group or to another (contractual) partner (you can see all the legal 

entities which are part of Zentiva group under Section (P) below); 

✓ management of our internal registrations / entries / internal records; 

✓ management of organizational resources; 

✓ protection / security of Zentiva's assets or of Zentiva's customer’s and supplier’s assets; 

✓ in relation with any claim, action or procedure (including, but not limited to: drafting and 

reviewing documents; drafting the necessary documentation for the conclusion of a transaction; 

obtaining legal advice and facilitating settlements); 

✓ compliance with any rules, laws and regulations applicable to our activity, including cooperation 

with competent central and / or local public institutions / authorities. 



 

 

Page 7 / 12 

 
 

  
 

C2-Internal 

(D) The conditions under which we may disclose your Personal Data  

Your Personal Data is intended for use by Zentiva, as a (Joint) Personal Data Controller. 

In order to facilitate the pursuit of Zentiva’s activities related to the purposes of the Processing, 

where appropriate and limited to a legal and specific purpose, your Personal Data may be disclosed 

to: 

✓ you and, where appropriate, your appointed representatives; 

✓ other legal entities that are part of the Zentiva group (you can view the list of the legal entities 

part of Zentiva group under Section (P) below); 

✓ other (contractual) partners (e.g.: (contractual) partners directly or indirectly involved in the 

conclusion, performance, amendment and / or termination of our contract); 

✓ banking institutions, in relation with any type of transfer of funds; 

✓ central and / or local competent public institutions / authorities; 

✓ providers of operational services (e.g.: receivables management and recovery service providers, 

couriers, telecommunications, IT, archiving etc.); 

✓ our external consultants (e.g.: auditors, lawyers etc.); 

✓ any relevant third-party provider, where our Sites use third-party advertising, plugins or content, 

if the case; 

✓ business partners, investors, assignees (current or potential) with a view to facilitate business 

asset transactions (which may include but not be limited to mergers, acquisitions, assignment of 

claims or sale of assets), 

pursuant with the legal provisions applicable for the previously specified categories of recipients. 

(E) Privacy policy for children 

Our Site(s) is (are) directed at an adult audience. 

We do not purposely Process Personal Data of any individual we know to be under 16 years of age. 

The Personal Data of the individuals under 16 years of age shall be Processed only with the prior 

consent of the parent or holder of parental responsibility. Such legal representative shall be entitled, 

upon request, to view the information provided by the individuals under 16 years of age and / or to 

exercise the rights provided for under Section (K) herein. 

(F) The international transfer of Personal Data 

Because of the international nature of our business, we may need to transfer your Personal Data 

within Zentiva group, and to the third parties as noted above, in connection with the purposes set 

out in this Privacy Policy. For this reason, we may transfer your Personal Data to other countries 

that may have different laws and data protection compliance requirements to those that apply in the 

country in which you are located.  

Where we transfer your Personal Data from the EEA to recipients located outside the EEA who are 

not in Adequate Jurisdictions, we do so on the basis of Standard Contractual Clauses. You may 

request a copy of our Standard Contractual Clauses using the following contact details: 

✓ post: U kabelovny 529/16, 102 00 Praha 10 – Dolní Měcholupy; and/or 

✓ email: DPO(at)zentiva.com. 

Please note that when you transfer any Personal Data directly to a Zentiva entity established outside 

the EEA, we are not responsible for that transfer of your Personal Data. We will nevertheless Process 

your Personal Data, from the point at which we receive such data, in accordance with the provisions 

of this Privacy Policy.  

You will not be subject to a decision based on automated Processing of your Personal Data, including 

profiling. 
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(G) How we keep your Personal Data secure 

Zentiva Processes your Personal Data in a manner that ensures appropriate security of the Personal 

Data, including protection against unauthorized or unlawful Processing and against accidental loss, 

destruction or damage, using appropriate technical or organizational measures. 

We have a framework of policies, standard operating procedures and trainings to cover the 

protection, confidentiality and security of Personal Data, and regularly review the suitability of the 

measures we have in place, so as to preserve the security of the Personal Data that we hold. 

However, since the internet is an open system, the transmission of information via the Internet is not 

completely secure. Although we will implement all reasonable measures to protect your Personal 

Data, we cannot guarantee the security of your Personal Data transmitted to us using the Internet – 

any such transmission is at your own risk and you are responsible for ensuring that any Personal 

Data that you send to us is sent securely. 

(H) How we keep your Personal Data accurate 

We take reasonable steps to ensure that your Personal Data that we Process is accurate and, 

where necessary, kept up to date and the Personal Data that we Process that is inaccurate or 

uncomplete (having regard to the purposes for which it is Processed) is erased, rectified or completed 

without delay. 

From time to time, we may ask you to confirm the accuracy of your Personal Data. You can always 

contact us with a request to rectify, complete or erase your inaccurate or incomplete Personal Data. 

For more details, please see the section (K) about the rights you have in relation with your Personal 

Data.  

(I) Minimization of Personal Data 

We take reasonable steps to ensure that your Personal Data that we Process is limited to the Personal 

Data reasonably necessary, in connection with the purposes set out in this Privacy Policy. 

(J) The retention period of your Personal Data 

We take reasonable steps to ensure that your Personal Data is only Processed for the minimum 

period necessary for the purposes set out in this Privacy Policy. The criteria for determining the 

duration for which we will retain your Personal Data are, as follows:  

(1) We will retain your Personal Data in a form that permits your identification only for 

as long as:  

(a) we maintain an ongoing relationship with you (e.g. we have a long-term, on-

going relationship); or 

(b) we are obliged by law to keep your Personal Data (e.g in relation to 

obligations arising from social security and pension matters); or 

(c) your Personal Data is necessary in connection with the lawful purposes set 

out in this Privacy Policy (e.g. in relation to the occupational health and 

safety matters), 

plus: 

(2) the duration of: 

(a) any applicable limitation period (i.e. any period during which any person 

could bring a legal claim against us in connection with your Personal Data, 

or any authority can initiate legal proceedings in which your Personal Data 

may be relevant); and 
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(b) an additional two (2)-month period following the end of such applicable 

limitation period (so that, if a person brings a claim at the end of the limitation 

period, we are still afforded a reasonable amount of time to identify any 

Personal Data that is relevant to that claim, or if any authority initiates 

proceedings, we will still possess relevant documentation), 

and: 

(3) in addition, if any relevant legal claims are brought or any other legal procedure is 

initiated, we may continue to Process your Personal Data for such additional periods 

as are necessary in connection with that claim or such proceedings. 

During the periods noted in paragraphs (a) and (b) above, we will restrict our Processing of your 

Personal Data to the storage of, and maintaining the security of, such data, except to the extent that 

such data needs to be reviewed in connection with any legal claim, or any obligation under 

applicable law. 

Once the periods in paragraphs (1), (2) and (3) above, each to the extent applicable, have concluded, 

we will either permanently delete or destroy the relevant Personal Data or anonymize the 

relevant Personal Data. 

(K) The rights you have in relation with your Personal Data 

Unless the law otherwise provides, you have the following rights: 

 the right of access, meaning the right to obtain a confirmation from our part as to whether or not 

your Personal Data are being Processed, and, where that is the case, access to your Personal Data 

and information on the Processing; 

 the right to rectification, meaning the right to have, without undue delay, the rectification of 

your inaccurate Personal Data and / or the completion of your incomplete Personal Data, including 

by means of providing a supplementary statement; 

 the right to erasure/right to be forgotten, meaning the right to obtain from us the erasure of 

your Personal Data without undue delay where: your Personal Data are no longer necessary in 

relation to the purposes for which they were collected or otherwise Processed; or you withdraw the 

consent on which the Processing is based and there is no other legal ground for the Processing; or 

you object to the Processing and there are no overriding legitimate grounds for the Processing; or 

your Personal Data have been unlawfully Processed; or your Personal Data have to be erased for 

compliance with a legal obligation applicable to us; the above mentioned grounds shall not be 

applicable to the extent that Processing is necessary: for exercising the right of freedom of expression 

and information; or for compliance with a legal obligation which requires Processing by law to 

which we are subject or for the performance of a task carried out in the public interest or in the 

exercise of official authority vested in us; or for reasons of public interest in the area of public health; 

or for archiving purposes in the public interest, scientific or historical research purposes or statistical 

purposes in so far as the right to erasure/right to be forgotten is likely to render impossible or 

seriously impair the achievement of the objectives of that Processing; or for the establishment, 

exercise or defense of legal claims; 

 the right to restriction of Processing, meaning the right to obtain from us the restriction of 

Processing where: you contest the accuracy of your Personal Data, for a period enabling us to verify 

the accuracy of your Personal Data; or the Processing is unlawful and you oppose the erasure of 

your Personal Data and request the restriction of their use, instead; or we no longer need your 

Personal Data for the purposes of the Processing, but you require them for the establishment, 

exercise or defense of legal claims; or you have objected to Processing, pending the verification 

whether our legitimate grounds override yours; 
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 the right to data portability, meaning the right to receive your Personal Data which you have 

provided to us, in a structured, commonly used and machine-readable format and the right to have 

those data transmitted to another Controller, without hindrance from us, where technically feasible 

and where the Processing is based on consent or on a contract and the Processing is carried out by 

automated means; 

 the right to object, meaning the right to object on grounds relating to your particular situation, at 

any time, to Processing of your Personal Data which is based on the performance of a task carried 

out in the public interest or in the exercise of official authority vested in us or on our legitimate 

interests, including profiling based on these, which triggers the cease of the Processing of your 

Personal Data, unless we can demonstrate compelling legitimate grounds for the Processing which 

override your interests, rights and freedoms or for the establishment, exercise or defense of legal 

claims; 

 the right to withdraw your consent at any time, without affecting the lawfulness of Processing 

based on consent before its withdrawal, when the legal ground for our Processing is your consent; 

 the right to lodge a complaint with respective Data Protection Authority; 

 the right not to be subject to a decision based solely on automated Processing, including 

profiling, which produces legal effects concerning you or similarly significantly affects you, except 

for the case where such Processing is necessary for entering into, or performance of, a contract 

between us or is authorized by the law to which we are subject and which also lays down suitable 

measures to safeguard your subject's rights and freedoms and legitimate interests, or is based on 

your explicit consent. 

Except of the right to lodge a complaint with respective Data Protection Authority as mentioned 

above, these rights may be exercised by sending a written request to: 

 e-mail address dpo@zentiva.com  

 at Company's headquarters in U kabelovny 529/16, 102 00 Praha 10 – Dolní Měcholupy 

As a rule of thumb, we can not accept verbal requests from you (by telephone or face to face) since 

we cannot immediately respond, without first analysing your request and securely identifying you. 

We will provide without undue delay and in any event within one month of the request receipt date 

information on actions we take following receipt of such request. This period may be extended by 

two months where necessary, in which case we will inform you of any such extension within one 

month of request receipt date, and of the reasons for the delay. 

You are not the subject of a decision based exclusively on the automatic Processing of your 

Personal Data, including profiling. 

(L) Direct Marketing 

You can unsubscribe from our e-mail address list at any time, by contacting the Data Protection 

Officer whose contact details are listed in Section (M) below. 

(M) The contact details 

Any questions or concerns you may have about this Privacy Policy or on how we Process your 

Personal Data may be addressed to the Data Protection Officer at: 

Ing. Michal Merta, MBA, MSc., LL.M (Data Protection Officer) 

e-mail address: dpo@zentiva.com 

at the Company’s headquarter at U kabelovny 529/16, 102 00 Praha 10 – Dolní Měcholupy 

mailto:dpo@zentiva.com


 

 

Page 11 / 12 

 
 

  
 

C2-Internal 

(N) The definition of the terms listed under this Policy 

✓ “Adequate Jurisdiction” means a jurisdiction that has been formally designated by the 

European Commission as providing an adequate level of protection for Personal Data. 

✓ “Affiliate” shall mean any person that at such time is Controlled by or is under common 

Control of AI Sirona (Luxembourg) Acquisition S.a.r.l, Company No. B223382, with its 

seat at 2-4 rue Beck L-1222 Luxembourg, Grand Duchy of Luxembourg see (U). It being 

understood that, for the purposes of this document, the term “Control” (and its grammatical 

variations) shall mean (i) possession, direct or indirect, through one or more intermediaries, 

of the power to direct the management or policies of a person, whether through ownership 

of voting securities, by contract relating to voting rights or otherwise, or (ii) ownership, 

direct or indirect, through one or more intermediaries, of more than fifty percent (50%) – or 

any other percentage as per any applicable law which enables to exercise the Control – of 

the outstanding voting securities or other ownership interest of such person. 

✓ “Cookie” means a small file that is placed on your device when you visit a website 

(including our Sites). In this Privacy Policy, a reference to a “Cookie” includes analogous 

technologies, such as web beacons and clear GIFs. 

✓ “Controller” means the entity that decides how and why Personal Data is Processed. In 

many jurisdictions, the Controller has primary responsibility for complying with applicable 

data protection laws. 

✓ “Data Protection Authority” means an independent public authority that is legally tasked 

with overseeing compliance with applicable data protection laws. 

✓ “EEA” means the European Economic Area. 

✓ “Healthcare Professional” means person who works in the health care sector, medicine 

sector or related industries. It can be, e.g. a doctor, an employee of a hospital, a pharmacist. 

✓ “Personal Data” means information that is about any individual, or from which any 

individual is directly or indirectly identifiable, in particular, by reference to an identifier 

such as a name, an identification number, location data, an online identifier or to one or 

more factors specific to the physical, physiological, genetic, mental, economic, cultural or 

social identity of that individual. 

✓ “Process”, “Processing” or “Processed” means anything that is done with any Personal 

Data, whether or not by automated means, such as collection, recording, organization, 

structuring, storage, adaptation or alteration, retrieval, consultation, use, disclosure by 

transmission, dissemination or otherwise making available, alignment or combination, 

restriction, erasure or destruction. 

✓ “Processor” means any person or entity that Processes Personal Data on behalf of the 

Controller (other than employees of the Controller). 

✓ “Sensitive Personal Data” means Personal Data about race or ethnicity, political opinions, 

religious or philosophical beliefs, trade union membership, physical or mental health, sexual 

life, any actual or alleged criminal offences or penalties, national identification number, or 

any other information that may be deemed to be sensitive under applicable law. 

✓ “Site” means any website operated, or maintained, by the Company / Zentiva or on 

Company’s / Zentiva’s behalf.  

✓ “Standard Contractual Clauses” means template transfer clauses adopted by the European 

Commission or adopted by a Data Protection Authority and approved by the European 

Commission. 

(O) The revisions of this Privacy Policy 

We regularly review the Privacy Policy, with no prior notice. We encourage you to periodically visit 

the Privacy Policy, in order to be informed about how we Process your Personal data. 
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(P) The list of the Joint Controllers and the corporate governance of Zentiva – list of 

Zentiva's branches 

ZENTIVA CORPORATE GOVERNANCE – LIST OF ZENTIVA ENTITIES AND 

BRANCHES 

 

 

https://www.zentiva.com/-/media/files/zentivacom/gdpr/Zentiva-Entities.pdf
https://www.zentiva.com/-/media/files/zentivacom/gdpr/Zentiva-Entities.pdf

